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What is the volume of virus events?

What is the volume of virus events by asset
class and business unit?

How do we compare against others?

Did these infections occur before or after
signature updates?




What is the number
of virus events?

What is the number
of virus events by
asset classification ?
By business unit?

How do we compare
againstour peers?

Did these infections
occur before or after
signature updates?

Count number

of virus events

Count number
of virus events

Count number
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No. Virus Events

of virus events

Count number of virus events

where infection date >
signature update date

time
60
No. Virus Events No. Virus Events
By Asset Class By Business Unit
Ranking | Company | No. Virus Events
> 1 A 100,000
2 B 98,450
3 c 75,090
4 Us 52,400
- 90
> 70 | 60

No. Virus Events Occurred
Before Signature Update




How many terminated employees were there?

Did terminated employees log into their
account post termination?

How soon after termination where their
accounts disabled?

Was there a lot of data transferred prior to or
post termination?




How many terminated
employees?

Did terminated
employees log into
their account post
termination?

Count number

- 90
of terminated > 70

employees

60

No. Terminated Employees

Count number login
where termination date
> login date

How soon after
termination where
their accounts
disabled?

Was there a lot of
data transferred
post termination ?

>
90

No. Login Post
Termination

Count number days
between termination
date && disabled date

90
70 | 60

Mean No. Days
To Disable Account

Count number
terminated employees 90
accessing data

70 | 60

No. Acct Belonging to
Terminated Employees
Accessing Data




" Integration of complementary elements from
multiple sources
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Provide new and
Interesting analysis of
data

= Single, integrated view of

data from complementary
products

= Enrich data with
dimensions (organization,
asset classification, etc)

= Show relationship among
products

Virus Events

The Virus Events scorecard examines the number virus events detected by the organization. It examines the
overall number of virus events, the number that occurred on high-value assets for each division, a comparison
among peers, and the percentage of events that occurred prior to DAT file updates.

How many virus events were there?

How many among high-value assets?
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Comments
This section examines the number of virus events.
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Comments
This section examines the number of virus events that
occurred on high-value assets for each division.

How do we compare against our peers?

‘What percentage occurred before signature updates?
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Comments

This section compares the number of virus events
against other organizations.
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Comments

This section presents the number of virus events that
could have been prevented had virus definitions been
updated.

Scorecard Published: 4/15/2005
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